Chapter 6: IPv4 and IPv6 Headers

1. Why are diagnostics like ping messages routinely given high hop count values such as 64 or 128?

Diagnostics are often used when problems are suspected on the network.  Setting a high hop count on diagnostics eliminates hop count expiration as a possible cause of the message not getting through. 

2. Without any IPv4 options in use, what value should be seen in the Header Length field most of the time?

The most common header length in IPv4 is 20 bytes. See Figure 6-2.

3. How does an IP receiver detect missing fragments? 

IP can and does deliver packet fragments out of sequence. The Fragment Offset of the arriving packet indicates exactly where in the sequence the newly arrived fragment should be placed. To prevent waiting forever for missing fragments, IP includes a tunable reassembly time-out parameter. If the reassembly timer expires, the remaining packet fragments are discarded. If the final piece of the packet arrives after the time-out, this packet fragment must be discarded as well. 

4. Is there any way for an IP receiver to determine how many fragments are supposed to arrive?

No. Arriving IP packets have no way to inform the destination system that “I am the first of ten fragments.” Even the total length of the original, unfragmented packet cannot be determined until the final fragment arrives.

5. Since almost all the IPv4 header fields are options in IPv6, is it correct to say that the IPv6 header is “simplified”?

Simplified is probably an exaggeration. IPv6 certainly eliminated fields that were not always used in the IPv4 header but had to be sent anyway. Perhaps it is better to say that the IPv6 header is more efficient for that reason.

